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ISMS (Information Security Management System) Policy  

 Pravidla ISMS  
(Systému řízení bezpečnosti informací) 

 
 

Řízení a ochrana informací je jednou z našich hlavních úloh při plnění cílů společnosti. 

Informace identifikujeme jako základní hodnotu hlavních obchodních operací společnosti 

SumiRiko AVS Czech, reprezentovaných zejména výzkumem, vývojem a výrobou v oblasti 

automobilového průmyslu. 

 

K ochraně těchto obchodních operací a souvisejících informací budujeme, průběžně 

zlepšujeme a udržujeme systém řízení bezpečnosti informací (ISMS) v souladu s nejnovějšími 

verzemi zásad a postupů ISO/IEC 27001, TISAX, požadavky směrnice NIS2, navazujícího 

zákona o kybernetické bezpečnosti České republiky (režim nižších povinností) a 

interními předpisy SumiRiko AVS Group, které jsou pro společnost závazné. 

 

Rozsah ISMS – rozvoj a prodej antivibračních řešení – byl definován podle TISAX, ISO 27001 

a klíčových obchodních procesů společnosti. Bezpečnost informací je součástí systému 

dodržování předpisů (compliance) a představuje jeden z klíčových cílů společnosti. 

 

Bezpečnost informací je praxe ochrany informací před neoprávněným přístupem, používáním, 

zveřejněním, narušením, úpravou, nahráváním nebo zničením. Současně slouží k udržení 

obchodních operací, zajištění kontinuity provozu a minimalizaci obchodních rizik. 

 

Společnost SumiRiko AVS Czech průběžně sleduje aktuální bezpečnostní situaci, zejména v 

oblasti kybernetické bezpečnosti, prostřednictvím následujících zdrojů: WithSecure 

Antivirus, Microsoft Security, NÚKIB a CSIRT. 

 

Aby mohl ISMS rozvinout svůj plný potenciál, je nezbytné zapojení všech zaměstnanců 

plněním jejich individuálních odpovědností. Vedení společnosti je odpovědné za vývoj, údržbu, 

monitorování a neustálé zlepšování ISMS. To zahrnuje zejména přidělování potřebných zdrojů 

(kapacity a rozpočtu) a jasné vymezení rolí a odpovědností. 

Těmito zásadami se zavazujeme chránit důvěrnost, integritu a dostupnost všech informačních 

aktiv společnosti. Tím je zajištěno plnění regulačních, provozních a smluvních požadavků. 

Celkovým cílem informační bezpečnosti společnosti SumiRiko AVS Czech je zavedení 

odpovídajících kontrol ochrany informací a systémů, ochrany osobních údajů před krádeží, 

zabránění zneužití a jiným formám poškození nebo ztrát, v zájmu ochrany zákazníků i 

zaměstnanců. 

K dosažení tohoto cíle je nezbytný plánovaný a organizovaný přístup podporovaný všemi 

dotčenými útvary společnosti. Je tím vytvářena a udržována odpovídající úroveň zabezpečení 

informací. Každý zaměstnanec by měl znát svou roli v rámci ISMS a aktivně se podílet na 

hlášení bezpečnostních rizik a incidentů. 

 

Tato pravidla byla schválena vedením společnosti a jsou pravidelně, minimálně jednou ročně, 

přezkoumávána. 

 

 

Status: 01.2026                                                                                            

    

Schváleno Plant Manager                                                    
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